
Azure Role-based Access Control 
(RBAC) 
 

1. Create New user blank – No Role  

2. No Resource group in Azure. 

3. Add user to Read Access 

4. Add role assignment 

 
5. Add Reader access to Subscription  

 
6. Verify. 



 
7. Add user have Owner Role assignment 

 
8. If user don’t role assign  - will have this error 

 
 

9.  Or Add role in Azure 



10.  

 

Join Azure VM to Azure AD Domain 
 

1. Need Create Azure AD Domain Service. With AD domain name. 

 
2. From Network: Choose Subnet & Next & Next. 



 
3. Final review and click OK 

 
4. Goto Resource: 

 
5. Goto Update DNS for AAD 



 
6. From All Resource we will 4 New Items added (1Load Balance & 2 IP Private & 1Public ) 

7.  

 

8. From VM Property – Change setting  

 

9. Go property – Change setting – Add Domain name. 

10. Join AD domain, will join Domain in AAD approved 

11. After reboot, the login with AD domain. 

 

 

 

 

 

 

Access Management 



 
  

1.  Go to Resource Groups ad Access control (IAM) 

 



2.  Verify account: 

 
  

3.  Compared: 

 

Azure AD. 



4. Azure - AD 

  
 

  

  


